**СХЕМЫ ТЕЛЕФОННЫХ МОШЕННИЧЕСТВ**

Наиболее распространенными схемами телефонных мошенничеств в 2025 году стали мнимая "замена" ключей от домофона, а также липовые звонки якобы от сотрудников образовательных учреждений (школ, садиков) и от имени «Почты России».

Так, злоумышленники **представляются сотрудниками, проводящими замену оборудования в подъезде**, и спрашивают, сколько ключей требуется жителям дома. Когда человек (жертва) соглашается, мошенники сообщают, что сейчас придет смс с кодом для входа в подъезд, и просят назвать этот код якобы для внесения в базу. Особенно опасно, так как звонки часто совпадают с реальной заменой домофона в доме.

Второй не менее популярной схемой стали звонки родителям или школьникам **от имени работников учебного заведения**. Мошенники говорят об электронном дневнике, успеваемости ребенка, одновременно пытаясь войти в аккаунт жертвы на госуслугах. Под предлогом "обновления системы" они просят сообщить смс-код, который приходит от госуслуг, и таким образом получают доступ к личному кабинету.

Еще одной опасной схемой стали ложные звонки **от имени "Почты России"**. Преступники представляются сотрудниками сортировочного центра компании и сообщают о "потерянной посылке". Они просят назвать код, якобы необходимый для доставки, но на самом деле этот код также дает доступ к аккаунту на госуслугах.

Граждане, просим Вас быть бдительными и не поддаваться уловка мошенников!!!!!!